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INTRODUCTION

The Remington Arms Company, Inc. Business Ethics Policy and Procedures (the “Policy”) consolidates all policies with respect to business ethics and conflict of interest for Remington Arms Company, Inc.  The “Company” refers to Remington Arms Company, Inc., and any affiliated companies in which it has the majority interest (at least 50%) or for which it has operating responsibility.

This Policy was adopted by the Board of Directors of the Company.  Interpretation of the Policy and the procedures described in the Policy is the joint responsibility of the Accounting/ Finance and the Human Resources Departments.  The Policy does not have answers for every situation or “gray area” dilemma that employees may confront.  It does provide substantial guidance concerning acceptable behavior and assistance with various legal and ethical issues.

As employees read the Policy, they should bear in mind the following:

•
Ethical behavior and compliance with the Policy and the law are conditions of employment.  (If compliance with the Policy should ever conflict with the law, compliance with the law takes precedent.)  Even well intentioned actions that violate the Policy, other Company policies or the law will result in appropriate disciplinary action, including termination.  New employees are required to sign a statement indicating that they have read, understand and will comply with the Policy.  Employees are also asked periodically to reaffirm their compliance with the Policy.

•
The Company will not conduct business where the business environment is such that operating in an ethical, legal way is not possible.  This applies to relationships with customers, suppliers, contractors, government representatives and partners.  No amount of profitability is more important than the reputation and goodwill of the Company.

•
All employees must work together to maintain the Company’s reputation for integrity.  All employees are expected to act in the best interest of the Company and to promote and protect the good name and reputation of the Company.  The Policy provides a means to a better understanding of the principles and standards that must govern all of the Company’s business activities.

It always has been and continues to be the intent of the Company that its employees maintain the highest ethical standards in their conduct of Company affairs.  Ethical behavior is not always easy to define.  However, fairness, honesty, respect and trust are the principal characteristics of ethical behavior.  Unless the context otherwise requires, references to an “employee” within the Policy refers to any employee, director, officer or designated agent or representative of the Company (including a consultant, advisor or independent contractor) who acts on behalf of the Company.  The essence of the Policy is that each employee will conduct the Company’s business with integrity, in compliance with applicable laws and in a manner that excludes considerations of personal advantage.

A. COMPLIANCE WITH LAWS, RULES AND REGULATIONS

Obeying the law, both in letter and in spirit, is the foundation on which this Company’s ethical standards are built. All employees must respect and obey all local, state and federal laws and the laws of any countries in which the Company does business. Employees are expected to know and adhere to the laws applicable to the scope of their employment and thus should seek advice from supervisors, managers or other appropriate personnel if they have questions about such laws.  The CFO or a designee should be consulted for further guidance when dealing with governments of countries or territories outside of the U.S.

The Company holds information and training sessions to promote compliance with laws, rules and regulations.  
B. CORPORATE COMMUNICATIONS

The Company is committed to conducting business in an open and honest manner.  All communications, whether internal or external, should be accurate, complete and forthright.  These communications may include, but are not limited to, general internal reports, media releases, marketing and sales brochures, regular company reports, government filings and illustrations.

The Company will provide accurate information when promoting its products and services.  False or misleading claims concerning the Company’s products and services or those of the Company’s competitors are unacceptable.  These same principles must be adhered to when responding to inquiries from customers, fellow employees, the media, governmental regulatory agencies and shareholders.  Responses to such inquiries must be made in accordance with Company policies and procedures (for instance, through a designated corporate communications officer).

The publication or circulation, either internally or externally, of any oral or written statement that is false, derogatory, malicious or defamatory of any other person or company, including without being limited to a competitor of the Company, is prohibited.

The Company has issued and will continue to issue, from time to time, other policies and directives with regard to communication, including the use of the Company’s electronic communications systems.  Employees are expected to be familiar with and observe all such directives.

C. PAYMENTS BY THE COMPANY
Gifts, Favors and Entertainment

Gifts, favors and entertainment may be given to others at Company expense, only if they meet all of the following criteria:
1. They are consistent with customary business practices;

2. They are not excessive in value and cannot be construed as a bribe or payoff;

3. They are not in contravention of applicable law or ethical standards; and

4. Public disclosure of the facts will embarrass neither the Company nor the employee.

Accounting records and supporting documentation reflecting gifts, favors and entertainment to others must be accurately stated, including appropriate, clear, and descriptive text.  The company has established policies and procedures for approval in advance of gifts, favors or entertainment of unusual monetary value (U.S. tax law limits the deduction for business gifts to $25 per recipient per year).

In case of doubt as to the legality of any gift, favor or entertainment, proposed to be given by or on behalf of the Company, the Accounting/Finance or Human Resource Departments should be consulted in advance of commitment.

Payments to Government Personnel

The Company prohibits bribery of public officials in the conduct of its business in the United States and abroad.  All employees are required to comply strictly with the United States Foreign Corrupt Practices Act (the “FCPA”).  In essence, the FCPA prohibits the bribery of foreign government officials (including officials of designated public international organizations), political party candidates or officials or political parties.  Bribery can take many forms, including the payment of money or anything else of value (such as “in-kind” items or services).

In addition, the U.S. government has a number of laws and regulations regarding business gratuities that may be accepted by U.S. government personnel.  The promise, offer or delivery to an official or employee of the U.S. government of a gift, favor or other gratuity in violation of these rules would not only violate Company policy but could also be a criminal offense.  State and local governments, as well as foreign governments, may have similar rules. The Accounting and Finance or the Corporate Human Resource Departments can provide guidance to you in this area.
Payments to government personnel to expedite the rendition of routine governmental actions are discouraged.  However, if in compliance with applicable law, the Company generally does not prohibit expediting payments, properly recorded in the Company’s books, which are not excessive in amount, when:
1.
The making of such payments is an established and well-recognized practice in the area;
2.
The action to be expedited by the payment is a routine administrative action to which the Company is clearly entitled (for example, processing governmental papers such as visas and work permits, loading and unloading cargo, and providing services, such as police protection, mail delivery and inspections); and
3.
The payment does not violate applicable laws, rules or regulations of any country.
Procedures for authorization of, and record keeping for, any such payments, regardless of form or manner, should be in accordance with current Accounts Payable Procedures.
Payments may not be made to expedite:

1.
Any decision by government personnel whether, or on what terms, to award new business to or continue business with any particular party; or

2.
Any action taken by government personnel involved in the decision-making process to encourage a decision to award new business to or continue business with a particular party.
Commissions, Rebates, Discounts, Credits and Allowances

In connection with sales by the Company, commissions, rebates, discounts, credits and allowances should be paid or granted only by the company on whose books the related sale is recorded, and such payments should:
1.
Bear a reasonable relationship to the value of goods delivered or services rendered and be competitively justified;
2.
Be by check or bank transfer to the specific business entity with whom the agreement is made or to whom the original related sales invoice was issued – not to individual officers, employees or agents of such entity or to a related business entity;
3.
Be made only in the country of the entity’s place of business; and
4.
Be supported by documentation that is complete and that clearly defines the nature and purpose of the transaction.
Agreements for the Company to pay commissions, rebates, credits, discounts or allowances should be in writing.  When this is not feasible, the payment arrangement should be supported by an explanatory memorandum for file, prepared by the approving business and/or function, and be reviewed by the CFO or designee and the Corporate Human Resource Manager.
The intent of the policy applicable to the payment or granting of commissions, rebates, discounts, credits and allowances in connection with sales by the Company is to avoid illegal or unethical payments and to prevent establishment of an environment where these may inadvertently be made.  The business world is complex; however, there may be unusual situations in apparent conflict with one or more provisions of the policy, which situations are nevertheless acceptable business practice and warrant an exception.  It is the responsibility of the Controller to review in advance all such situations.  The CFO or designee and the Corporate Human Resource Manager must approve any such exceptions.  In all cases, however, there must be no falsification, misrepresentation or deliberate overbilling reflected in any document (including invoices, consular documents, letters of credit, etc.) involved in the transaction.  Prohibited behavior includes suppression or omission of documents or of information in documents or deliberate misdirection of documents.

When the Company is required to pay a commission, credit, rebate or other obligation to a third party in a country other than such person’s place of business, or in an unusual currency, the payment may be made only if, in addition to satisfying requirements stated above, the following criteria are met:

1.
Nothing in the Company’s dealings with the payee indicates that there are tax or exchange control law violations or other illegal purposes involved;
2.
The payee must submit a written request from a properly authorized officer of the business entity specifying the manner and place of payment; and
3.
It is not illegal for the Company as supplier or payor to make such payments.  Where information on the legality of such payments is not available from other sources such as banks, the Corporate Human Resource Department will, upon request, contact local counsel to obtain appropriate guidance.
Such exceptions should be rare.
Commissions, rebates, credits, discounts or allowances that are paid or granted by the Company in conformity with standard trade terms for the industry, catalog prices or other normal and standard procedures are deemed to have been established in writing and need not be documented in a written agreement or memorandum for file.
In connection with the Company’s purchases of goods and services, including commissions related thereto, payments should be made only in the country of the seller’s or provider’s place of business, or in the country in which the product was delivered or service rendered.  All such payments shall be consistent with corporate and trade practice.
Barter arrangements involving the exchange of products for services must be approved in advance by the CFO or designee.
D. GIFTS RECEIVED

Employees shall neither seek nor accept for themselves or others any gifts, favors or entertainment without a legitimate business purpose, nor seek or accept loans (other than conventional loans at market rates from lending institutions) from any person or business organization that does or seeks to do business with, or is a competitor of, the Company.  In the application of this policy:
1. Employees may accept for themselves and members of their families common courtesies usually associated with customary business practices;

2. An especially strict standard is expected with respect to gifts, services, discounts, entertainment or considerations of any kind from suppliers; and

3. It is never permissible to accept a gift in cash or cash equivalents (e.g., stocks or other forms of marketable securities) of any amount.

In certain situations, refusal of gifts with a value substantially in excess of customary business practices can result in awkward business situations.  The propriety of employees keeping such valuable gifts for personal use versus turning them over to the Company, donating them to a charity or making another disposition should be discussed in each case with the CFO or designee.  In the event employees are permitted to retain such gifts, the approval shall be recorded and kept on file (see Section Q) for potential audit review.

E. CONFLICTS OF INTEREST

Employees must not engage in, or give the appearance of engaging in, any activity involving a conflict of interest, or a reasonably foreseeable conflict of interest, between personal interests of the employee and the interests of the Company.  A “conflict of interest” exists when a person’s private interest interferes in any way, or even appears to interfere, with the interests of the Company. A conflict of interest situation can arise when an employee takes actions or has interests that may make it difficult to perform his Company work objectively and effectively.  As in all other facets of their duties, employees dealing with customers, suppliers, contractors, competitors or any person doing or seeking to do business with the Company are to act in the best interests of the Company to the exclusion of considerations of personal preference or advantage.  Each employee shall make prompt and full disclosure in writing to the employee’s business or function management of a prospective situation that may involve a conflict of interest.

It is not possible to list every activity that might present a conflict of interest.  However, the following examples are illustrative of situations to avoid:

1. Undisclosed participation by an employee or a family member in a business transaction involving the Company and another entity or an individual with whom the employee (or his family) has a financial relationship;

2. The use for personal gain by employees (or their family members) of any confidential or proprietary information obtained as a result of their relationship with the Company (by way of example but not limitation, patents, trademarks or unpublished “inside” business information);

3. The supervision by an employee of a family member who is also a Company employee, where the former has discretionary authority with regard to, among other things, work assignments, compensation and promotions;

4. The direct or indirect financial interest in any business or organization with a Company supplier or competitor where the employee has the ability to influence the decision with respect to the Company’s business;

5. An employee having an outside business or other interest which precludes his ability to perform his duties;

6. An employee’s or family member’s receipt of improper personal benefits as a result of the employee’s position in the Company (loans to, or guarantees of obligations of, such persons are of particular concern);

7. Without obtaining the prior approval of the Company, employees working simultaneously for a competitor, customer or supplier, or providing services to a competitor in a consulting capacity or as a board member (employees should avoid any direct or indirect business connection with the Company’s customers, suppliers or competitors, except on behalf of the Company(; or
8. Conducting personal business on Company time or using Company facilities and equipment therefor.

The Company attaches as much significance to the avoidance by its employees of even the appearance of irregularity as it does to actual instances of conflict of interest.  Perceptions can be just as damaging to the reputation of the affected individual or the Company as an actual conflict of interest.

All information disclosed to management as required by this policy shall be treated confidentially, except to the extent necessary to protect the Company’s interests.
When, as required by the policy, an employee discloses prospective situations that may involve a conflict of interest, management shall review the potential conflict.  In some circumstances, it may be appropriate for management to review the matter in conjunction with the Finance and Accounting and Corporate Human Resource Departments.  Approval and disapproval of the situation under review should be documented in writing and maintained in the employees file.  The situation should be considered when assigning the employee new duties.  Each actual or potential conflict of interest must be reported promptly (i.e., as soon as the conflict arises) and must be noted by the employee on each annual business ethics survey so long as the conflict or potential conflict of interest continues.

If a conflict of interest is considered to be unacceptable, management should promptly resolve the matter.
If the situation is deemed not to be a present or potential conflict of interest, management should notify the employee of the decision in writing.  The employee need not report the situation on future annual surveys of outside interests and conflicts of interest as long as there is no change in the circumstances involved.
In questions of conflict of interest, the term “family” should be interpreted broadly.
The key to review of potential conflicts is whether the employee’s duties for the Company, or those of his or her subordinates, require making decisions that could be influenced by the interest reported.  Other considerations include, but are not limited to, whether or not:
1.
The outside interest does business or competes with the employee’s business, function or site;
2.
The employee has an active, managerial or decision-making role in the outside interest;
3.
The employee has access to company information potentially useful to the outside interest; or
4.
Public disclosure of the facts will embarrass the Company.
Employees contemplating service as a director of a bank or other financial institution should first consult with the CFO or designee to allow prior consideration of whether such board service could adversely affect the Company’s relationship with that institution or with any other financial institution in the community.  In addition, employees should not accept a directorship with any corporation that is a significant business nationally (or significant locally in an area where the Company or affiliated company is a major employer) without the prior approval of the CFO or designee .
F. CONFIDENTIAL OR PROPRIETARY INSIDE INFORMATION

Employees shall not:
1. Give or release, without proper authority, data or information of a confidential or proprietary nature obtained while in Company employment to anyone not employed by the Company, or to another employee who has no need for information; or

2. Use material, non-public information obtained while in Company employment (including information about customers, suppliers or competitors) for the personal profit of the employee or anyone else.  This includes, but is not limited to, taking advantage of such information by (a) trading or providing information for others to trade in securities; or (b) acquiring a real estate interest of any kind, including but not limited to plant or office sites or adjacent properties.

Confidential information includes all non-public information that might be of use to competitors, or harmful to the Company or its customers, if disclosed (including business strategies, pending contracts, unannounced products, research results, financial projections and customer lists).  It also includes information that suppliers and customers have entrusted to the Company and its employees.  The obligation to preserve confidential information continues even after employment ends.

Employees also have an obligation to protect the Company’s proprietary information, including, but not limited to, its intellectual property, such as trade secrets, inventions, patents, trademarks and copyrights, as well as business, marketing and service plans, technical expertise, engineering and manufacturing ideas, designs, databases, records, salary information and any unpublished financial data and reports.  Unauthorized use or distribution of this information would violate the Policy and could also be illegal and result in civil or even criminal penalties.

Improper use of confidential or proprietary inside information can be significantly inhibited by careful control and restriction of access to such information.  Employees who handle particularly sensitive inside information, and who may not have the background to understand the legal and corporate implications of the misuse of such information, should be periodically advised of the Policy and the severe legal penalties that may be associated with misuse of inside information.

G. INSIDER TRADING
In the normal course of business, employees may come into possession of significant, sensitive information about the Company or other companies.  In the eyes of the law, this information is considered the property of the Company (or other company) and you have been entrusted with it.  It is contrary to Company policy to engage in any activity that would be considered unlawful trading or tipping under the securities laws. In particular, you may not seek to profit from material nonpublic information by buying or selling securities yourself, or passing on the information to others, including family and friends, to enable them to profit. Misuse of sensitive information is illegal and contrary to Company policy and will be dealt with severely.  Persons violating this policy will be subject to immediate disciplinary action, up to and including dismissal from the Company.  If you have any questions, please consult the Company’s CFO or designee or the Corporate Human Resource Department.

H. POLITICAL CONTRIBUTIONS

Employees shall not make any contribution of Company funds, property or services to any political party or committee, domestic or foreign, or to any candidate for or holder of any office of any government – national, state, local or foreign.  This policy does not preclude:

1. The operation of a political action committee under applicable laws;

2. Company contributions, where lawful to support or oppose public referenda or similar ballot issues; or

3. Political contributions, where lawful and reviewed in advance by the CFO or designee or by a committee appointed by the CFO or designee for this purpose.

No direct or indirect pressure in any form is to be directed toward employees to make any political contribution or participate in the support of a political party or the political candidacy of any individual.

This policy shall not affect the right of employees of the Company to make personal political contributions to the party, committee, or candidate of their choice, as long as the donation is derived exclusively from that individual’s personal funds or time, and in no way was compensated directly or indirectly by the Company.
I. CORPORATE OPPORTUNITIES

Employees are prohibited from the personal use of opportunities that are discovered through the use of corporate property, information or their position with the Company.  No employee may use corporate property, information or position for improper personal gain, and no employee may compete with the Company directly or indirectly.  Employees owe a duty to the Company to advance its legitimate interests when the opportunity to do so arises.

J. COMPETITION AND FAIR DEALING

Competition and Antitrust Compliance

The Company is committed to conducting its business in an open, vigorous and competitive fashion.  Any activity that undermines this commitment is unacceptable and may be illegal.  The Company seeks to outperform its competition on the merits.  The Company seeks competitive advantages through superior performance, never through unethical or illegal business practices. Stealing proprietary information, possessing trade secret information that was obtained without the owner’s consent, or inducing such disclosures by past or present employees of other companies is prohibited.  Each employee should endeavor to respect the rights of and deal fairly with the Company’s customers, suppliers, competitors and employees.  No employee should take unfair advantage of anyone through manipulation, concealment, abuse of privileged information, misrepresentation of material facts or any other intentional unfair-dealing practice.

The Company embraces fair trade and free enterprise.  The U.S., many states and many foreign countries have enacted antitrust laws that prohibit unlawful “restraints on trade” or monopolistic practices, and the Company rigorously observes these statutes and regulations.  Generally, such laws prohibit restrictive trade agreements and/or practices that may reduce competition without providing beneficial effects to consumers.  Such agreements and/or practices violate both public policy and Company policy.
Prohibited “restraint of trade” practices that may violate antitrust laws include:

1. Agreements and understandings among competitors to fix or control prices, or restrict output;

2. Group boycotts of or concerted refusals to deal with specified suppliers or customers;

3. Coordinating with competitors to allocate products, markets, customers and/or territories;

4. Contracts or other arrangements that involve exclusive dealing;

5. Tie-in sales or other restrictive agreements with suppliers and customers; and

6. Resale price maintenance agreements between buyers and sellers.

Other activities that may violate antitrust laws include price discrimination and efforts to monopolize a market or industry through unfair or exclusionary practices.

Company employees will not engage in any discussion with representatives of competitors that could pose the risk of an antitrust violation.  In particular, Company employees should avoid any discussion or exchange of information relating to the following areas:

1.
Current or future prices of any product or service offered by the Company or its competitors;

2.
Strategic business plans of the Company or its competitors;

3.
Marketing plans or promotional activities of the Company or its competitors;

4.
Product or service line determinations of the Company or its competitors;

5.
Actual or proposed price-related or other competitively sensitive terms of dealing of the Company or its competitors with respect to a particular customer or supplier or category of customers or suppliers;

6.
Current or prospective price lists;

7.
Production capacities of the Company or its competitors; and

8.
Production, distribution, labor or other costs of the Company or its competitors.

Employees must notify the Accounting and Finance or the Corporate Human Resource Departments of any such discussion initiated by any customer or competitor or potential customer or competitor.  

Violations of U.S., state or foreign antitrust laws or regulations can subject both the Company and the employee to severe criminal and civil liability, including the imposition of treble damages, fines and terms of imprisonment.

Because of the complexity of antitrust laws, the advice of the Corporate Human Resource Department should be sought on any questions regarding this subject.

Antiboycott Laws
Antiboycott laws prohibit participation in, or cooperation with, international boycotts which U.S. law does not sanction.  For example, it is a violation of U.S. law to refrain from doing business with such countries or blacklisted persons, or to furnish information about business relationships of a U.S. person with such countries or persons.  The mere receipt of a request to engage in any such boycotting activity becomes a reportable event by law.  Such requests should be brought to the attention of the Corporate Human Resource Department.

Competition Among Suppliers
The Company should provide a competitive opportunity for all suppliers (including small and minority business concerns) to qualify for and earn a share of purchase volume commensurate with the merits of their offering and their qualifications of demonstrated performance as suppliers.

Competitive Intelligence
The business world is highly competitive, and success in it demands an understanding of competitors’ strategies.  While collecting data on the Company’s competitors, employees should utilize all legitimate resources, but avoid those actions which are illegal, unethical or which could cause embarrassment to the Company.  Employees of competitors or suppliers should not be used as a source of nonpublic information.  The Corporate Human Resource Department should be consulted for further guidance in this area.

K. EMPLOYMENT PRACTICES

Employees constitute the Company’s most indispensable asset.  The Company recognizes that the inherent value of this asset is reflected in the ability, integrity, knowledge and talent of its employees.  To recruit and retain the high-caliber employees that reflect these values, the Company’s guiding principle will be to:

1. Aspire to provide an environment where employees will adhere to the Policy and conduct themselves with fairness, honesty, integrity and professionalism in the performance of their duties and all of their business relationships, treating each other with respect and professionalism;

2. Aspire to provide equal opportunity for all in recruiting, hiring, developing, promoting and compensating without regard to age, color, non-disqualifying disability, gender, national origin, race, marital status, veteran status, religion or any other basis that is protected under applicable law; and

3. Foster a professional, safe and discrimination-free work environment, where mutual respect is the absolute minimum of behavior expected from everyone.

It is the Company’s policy to hire, evaluate and promote employees on the basis of their ability, achievements, experience and performance.

Ethnic, racial, religious, sexual or any other type of unlawful harassment is unacceptable.  Inappropriate or unwelcome sexual behavior, either physical or verbal in nature, that interferes with and obstructs performance in the workplace violates Company policy and may constitute sexual harassment, which is against the law in many areas.  In order to provide an environment that is conducive to productivity and personal growth, the Company prohibits illegal workplace harassment of any kind, whether the harasser or the victim is a co-worker, supervisor, agent, customer, guest or supplier.  The Company’s policy also prohibits retaliation against anyone who has made a harassment complaint.

If an employee believes he has experienced, learned of or witnessed harassment, the employee must immediately notify the appropriate Human Resources representative or a supervisor with whom he is comfortable, or the employee may report the incident by following the procedures provided in Section S.  The Company will promptly investigate an alleged harassment complaint and remedy the situation when a violation of Company policy can be substantiated.

The laws affecting employment practices are complex and constantly evolving.  It is critical that each supervisor maintain awareness of current legal developments and the Company’s employment policies by seeking appropriate advice of those within the Company who are responsible for keeping abreast of such legal developments or employment policies.

L. HEALTH AND SAFETY

The Company is committed to protecting the health and safety of its employees, customers,  suppliers and visitors.  The Company’s policy is to maintain a drug-free, secure workplace where all employees are attentive to hazard prevention and the avoidance of accidents and injuries.

Safety protection is a condition of employment for all employees.  Employees are accountable for their own safety and the safety of those around them.  Employees should report to work in condition to properly perform their duties, free from the influence of illegal drugs or alcohol.  Violence and threatening behavior will not be tolerated.  No deviations from Company safety practices or procedures are permitted without the approval of the appropriate Company personnel.

Each employee has responsibility for reporting accidents, injuries and unsafe equipment, practices or conditions.  Employee violations of applicable legal requirements or Company policy related to health and safety, or the intentional failure to prevent violations or take reasonable corrective action, are unacceptable and will be subject to appropriate disciplinary action, including termination.

M. ENVIRONMENTAL LAWS
It is the Company’s policy to conduct all operations in such a manner as to protect and preserve the environment.  To that end, the Company’s policy is that all operations shall be conducted in full compliance with all applicable state and federal environmental laws and regulations.  These laws and regulations affect work practices at all Company owned or leased sites and the impact of the Company’s operations on the air, land and water.  Employees must be scrupulous in their observance of applicable laws and regulations to avoid risks to the environment.  The advice of line and staff specialists in these areas should be utilized as needed.

N. PROTECTION AND PROPER USE OF COMPANY ASSETS

General
Each employee is a steward of the Company’s assets.  As such, employees have the obligation to protect and preserve the Company’s assets and resources and assist the Company in its efforts to control costs and to ensure the efficient use of its assets.  Theft, carelessness and waste have a direct impact on the Company’s profitability.

Company assets include, but are not limited to, such things as electronic mail, computer systems, documents, equipment, facilities, information, the Company logo and name, materials and supplies.  Any use of these assets for purposes other than legitimate business purposes in the discharge of Company business is to be avoided.  Moreover, the use of the Company’s assets and resources for personal financial gain is strictly prohibited.

Any suspected incident of fraud or theft should be immediately reported to the Corporate Human Resources Department for investigation.  Company equipment should not be used for non-Company business.

Electronic Information

Company data transmitted and/or stored electronically are assets requiring unique protection.  Standards for electronic information security have been adopted and are available through line management.  Each data user throughout the Company is responsible for compliance with the standards and related procedures.

Electronic messages (including voicemail) and computer information are considered Company property, and employees should not have any expectation of privacy.  Unless prohibited by law, the Company reserves the right to access and disclose this information as necessary for business purposes.  Employees should use good judgment and not send a message or access or store any information that they would not want to be seen or heard by others.

Travel and Entertainment
Travel and entertainment should be consistent with the needs of business.  The Company’s intent is that an employee neither lose nor gain financially as a result of business travel and entertainment.  Employees are expected to spend the Company’s money as carefully as they would their own.  Employees who approve travel and entertainment expense reports are responsible for ensuring the propriety and reasonableness of expenditures, the proper submission of expense reports and the adequacy of supporting receipts and explanations for reported expenses.

O. PERSONAL COMPUTER SOFTWARE
Employees have individual and collective responsibilities to understand and adhere to the license agreements that govern the use, and restrict the reproduction, of personal computer software.  Generally, when the Company purchases software, it only acquires a license to use the software.  The Company does not become the owner of the software package and programs.  Many software licenses limit the use of the software to a specific computer unit.  Multi-user licenses, such as Local Area Network and Site licenses, also exist but both further complicate the issue by requiring detailed administrative controls.

Computer software packages and programs purchased by the Company are also subject to, and covered by, copyright laws.  It is illegal to make additional copies of the purchased software, or its documentation, unless the license agreement specifically grants the Company the right to do so.  Any non-compliance with these license provisions could result in legal action against the Company.  Employees must strictly abide by the license requirements.

P. ACCOUNTING STANDARDS AND DOCUMENTATION

All accounts and records shall be documented in a manner that:
1. Clearly describes and identifies the true nature of business transactions, assets, liability or equity; and

2. Properly and timely classifies and records entries on the books of account in conformity with generally accepted accounting principles.

No record, entry or document shall be false, distorted, misleading, misdirected, deliberately incomplete or suppressed.
The Company has established internal control standards and procedures to ensure that assets are protected and properly used, and that financial records and reports are accurate and reliable.  Employees share the responsibility for maintaining and complying with required internal controls.
Improper accounting and documentation and fraudulent financial reporting are not only contrary to Company policy, but also may be in violation of the accounting provisions of the U.S. Foreign Corrupt Practices Act or other laws or regulations.  Such violations potentially involve personal liability, both civil and criminal, as well as sanctions against the Company.  Examples include intentional misclassification of amounts between cost and capital, intentionally accelerating or deferring costs or intentional misclassification of unsalable inventory as acceptable finished product and intentional falsification of travel and expense reports.

Q. ANNUAL REPORTING
The CFO or designee will conduct an annual review of compliance with the Policy.  Each Vice President and Manager of an organization within the Company will facilitate this review by coordinating with the Accounting and Finance and Corporate Human Resources Department to ensure all employees within his organization are surveyed and have responded.  This includes any affiliated companies for which he has administrative responsibility.

Employee Responsibilities

In compliance with the annual survey, each employee shall file annually with the Accounting and Finance and Corporate Human Resources Department:
1. An acknowledgment that he or she understands the Policy;

2. An affirmation of personal compliance with the Policy in the preceding year; and

3. A statement listing all his or her potential or continuing conflicts of interest as defined in Section E of the Policy.

Management Responsibilities

Each Vice President and Manager is accountable for maintaining an ethical environment within his area of responsibility.  This oversight responsibility encompasses an awareness to prevent or uncover any potential or actual conflicts of interest by investigating situations where an employee’s personal interest or situation is (or appears to be) contradictory or not in propriety with Company interest, and avoiding potential conflicts where the greatest exposure may occur, including:
1.
Designated agents acting on behalf of the Company;
2.
Purchasing agents and other persons who are authorized to approve purchase orders or requisitions or approve payments related to the purchase of goods and services;
3.
Persons who are in a position to influence in a significant manner:

(a)
the decision to purchase goods or services;

(b)
the terms of purchases; or

(c)
the choice of vendor, including those who by design or vendor specifications, technical counsel, or status in the organization may direct a purchase toward a particular vendor;
4.
Persons who determine or significantly influence the setting of prices (including determination of discounts, allowances, credits, etc.);
5.
Persons who select or significantly influence the choice of distributors, dealers, licensees, brokers or agents of the Company; and
6.
Persons (including secretaries and other support personnel) who have access to significant undisclosed corporate information such as material financial information, potential acquisitions, mergers and divestitures, and real estate prospects.
Concerning his/her organization, each Vice President and Manager shall file annually with the Accounting and Finance and Corporate Human Resources Departments a brief description of each known violation of this policy in the preceding calendar year and steps taken to prevent recurrence, or if there was none, a statement to that effect.  Violations include:
1.
Unethical conduct that results in employee terminations and resignations; and
2.
Deviations from the policy in the areas of payments by the Company, gifts received, conflicts of interest, inside information, political contributions and accounting standards and documentation.
Accounting and Finance Responsibilities

Annually, the Accounting and Finance Departments shall review all statements filed, supporting files and work of the individual units, any similar findings of independent accountants, and other sources of information that may be reasonably available, and submit a report to and for consideration by the Board of Directors.  

The report should be based on a procedure, including as a minimum:
1.
Circulation of the Policy before the end of the year, requesting a signed affirmation of understanding of and compliance with the Policy, and requesting disclosure of any new, continuing or potential conflicts of interest (even though earlier approved by management);
2.
Maintenance of appropriately organized files documenting interim voluntary disclosures, the circulation in item 1 and any other written information gained relative to conflicts of interest and Policy and compliance.

R. WAIVERS

Any waiver of the Policy for executive officers or directors may be made only by the Board of Directors or a Board of Directors committee and in accordance with applicable laws and regulations.
S. REPORTING ILLEGAL OR UNETHICAL BEHAVIOR

Any violation of the Policy causes harm to the Company, to fellow employees and ultimately to shareholders.  Violations may result in physical injuries, the impairment of corporate assets, monetary losses, violations of the law, penalties and, in certain instances, such violations may result in irreparable injury to the reputation of the Company.  For these reasons, employees are encouraged to talk to supervisors, managers or other appropriate personnel about observed illegal or unethical behavior, as well as actual or suspected violations of the Policy of which they are aware or concerns about the best course of action in a particular situation.  Employees are expected to cooperate in internal investigations of misconduct.

No employee shall suffer retaliation in any form for reporting, in good faith, suspected violations of this Policy.  Disciplinary action will be taken against anyone who retaliates directly or indirectly against any employee who reports actual or suspected violations of the Policy.  This policy applies even in those instances where the allegation proves ultimately groundless, provided that it was made in good faith.

Any employee, however, who knowingly reports false or misleading information will be subject to disciplinary action.

The Company will make every effort to safeguard the confidentiality of statements and other information reported by employees where practicable and consistent with the Company’s best interests.  Except as required by law, or where limited disclosure to those with a need to know is necessary to properly investigate reports of Policy violations, the Company will also endeavor to protect the anonymity of employees who have reported violations or suspected violations of the Policy.

Promptly report any possible accounting/reporting irregularities to the Whistleblower hotline. Effective April 27, 2003, the Company instituted a Whistleblower hotline.  The Whistleblower hotline is administered by an independent company in compliance with the guidelines of the Sarbanes-Oxley Act of 2002.  Your call is anonymous.  The content of your call will be provided to the company Privacy Officer and the Chairperson of the of the Remington Audit committee.  

T. COMPLIANCE PROCEDURES

The appropriate Company personnel should be sought for advice whenever there are any questions or concerns about compliance with the Policy, other Company policies and procedures, applicable laws, when a suspected violation of the Policy needs to be reported or when there is a question as to the right thing to do in a particular situation.  To obtain advice about any concerns or to report a violation or suspected violation of the Policy, an employee should discuss the problem with his supervisor. This is the basic guidance for all situations. In many cases, the supervisor will be more knowledgeable about the question and will appreciate being brought into the decision-making process. Employees should remember that it is the supervisor’s responsibility to help solve problems.

In the rare case where it may not be appropriate to discuss an issue with a supervisor, or where an employee does not feel comfortable approaching his supervisor with a question, or if the supervisor does not answer the question or problem to the employee’s satisfaction, an employee should discuss the matter with a member of the Corporate Accounting and Finance or Human Resources Department.  The employee can identify himself or choose to remain anonymous.
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